## 更正事项内容:红色字体为增加内容

## 二、项目现状

**滨江区财政局信息系统建设现状：目前业务平台已经由多台VMWARE虚拟化服务器组成VSAN超融合平台上，采用VSAN分布式存储架构为主、集中存储为辅的虚拟化平台。网络安全部分也参照等保2.0要求进行了升级改造，现在已经具备网络安全感知平台、零信任平台及安全准入系统**。**2023年开始已经根据上级部门要求，开始落实信息化系统的信创国产化改造，未来3年全面替换信创国产化信息系统。**

## 三、建设目标

提供有效的维保服务和技术支持，保障相关业务系统正常运行，通过设备运维服务，保证维保的各类硬件设施及虚拟化平台的安全、高效、稳定地运行。**平稳过渡信息化系统的信创国产化改造需求。**

## 四、维护维保服务内容及技术要求

9.乙方发生不能按照服务承诺对设备(系统)进行全面检修和维护和未能在约定时限进行系统修复等情况的，参照合同约定执行。

**10.乙方需要具有信创办公设备运维服务能力，负责未来3年内信创计算机、通用笔记本、流式软件、版式软、桌面操作系统、信创打印机等办公设备进行现场维护、维修服务。包括上述设备的配套软件硬件的安装、维修维护、故障处理、版本升级、补丁更新、设备维修等工作及用户交办的其他维护工作。**

**五、维保设备清单及维保需求**

|  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- |
| **序号** | **类别** | **品牌型号** | **数量** | **维保要求** | **备注** |
| 1 | 服务器 | IBM X3650M2 | 2 | 壹年 | 不在原厂质保期 |
| 2 | 服务器 | IBM X3950M2 | 2 | 壹年 | 不在原厂质保期 |
| 3 | 服务器 | Dell R900 | 1 | 壹年 | 不在原厂质保期 |
| 4 | UPS电源 | EMERSON UL-0400L | 1 | 壹年 | 不在原厂质保期 |
| 5 | 网络交换机 | H3C-7503 | 1 | 壹年 | 不在原厂质保期 |
| 6 | 网络交换机 | 迪普DPX8000 | 2 | 壹年 | 不在原厂质保期 |
| 7 | 互联网防火墙 | 奇安信网神5000 | 3 | 壹年 | 不在原厂质保期，原厂续保，IPS、防病毒特征库升级 |
| 8 | 政务防火墙 | 奇安信网神3000 | 3 | 壹年 | 不在原厂质保期，原厂续保，IPS、防病毒特征库升级 |
| 9 |  WAF 防火墙 | 奇安信网神 | 1 | 壹年 | 不在原厂质保期，原厂续保，防病毒特征库升级 |
| 10 | 上网行为管理 | 奇安信网神 | 1 | 壹年 | 不在原厂质保期,原厂续保，应用识别库规则库升级 |
| 11 | SSLVPN | 深信服 | 1 | 壹年 | 不在原厂质保期 |
| 12 | SSLVPN | 奇安信网神 | 1 | 壹年 | 不在原厂质保期，原厂续保，系统软件升级 |
| 13 | VSAN服务器 | 联想SR650 | 6 | 壹年 | 不在原厂质保期 |
| 14 | 网络交换机 | 迪普6600 | 2 | 壹年 | 不在原厂质保期 |
| 15 | 网络交换机 | 迪普5662 | 5 | 壹年 | 不在原厂质保期 |
| 16 | 堡垒机 | 奇安信网神 | 1 | 壹年 | 不在原厂质保期,原厂续保，系统软件升级 |
| 17 | 日志审计 | 奇安信网神 | 1 | 壹年 | 不在原厂质保期 |
| 18 | 数据库审计 | 奇安信网神 | 1 | 壹年 | 不在原厂质保期,原厂续保，系统软件升级 |
| 19 | 网闸 | 奇安信网神 | 2 | 壹年 | 不在原厂质保期 |
| 20 | 负载均衡 | F5 | 1 | 壹年 | 不在原厂质保期 |
| 21 | 刀片及管理中心 | H3C UIS8000 | 1 | 壹年 | 不在原厂质保期 |
| 22 | 刀片服务器 | H3C B390 | 16 | 壹年 | 不在原厂质保期 |
| 23 | 存储 | IBM DS3512 | 1 | 壹年 | 不在原厂质保期 |
| 24 | 网盘 | 爱数网盘 | 2 | 壹年 | 不在原厂质保期 |
| 25 | 虚拟化安全管理系统 | 奇安信 | 1 | 壹年 | 不在原厂质保期，原厂续保，软件更新升级（**含提供信创平台升级服务，数量1套内含12个处理器授权**） |
| 26 | 安全感知平台（天眼） | 奇安信 | 1 | 壹年 | 不在原厂质保期,原厂续保，系统软件升级 |
| 27 | 安全感知平台（探针） | 奇安信 | 1 | 壹年 | 不在原厂质保期,原厂续保，系统软件升级 |
| 28 | 人员驻场 | 1人驻场 | 1 | 壹年 |  |
| 29 | 安全运维服务 | 安全运维服务 | 1 | 壹年 |  |
| 30 | 安全渗透服务 | 安全渗透服务 | 1 | 壹年 |  |

**六、安全运维服务具体要求**

**1.5 提供未来3年内信创计算机终端安全运维服务(安全终端软件保障)。**

6.2服务人员：

6.2.1服务方安排的渗透人员必须具备的能力及资质：

安全渗透服务实施人员必须具有3年以上工作经验，至少5人持有CISP-PTE、CISAW(应急响应方向）、CISP中的至少2种证书。

6.2.3为确保渗透服务质量，要求渗透服务商为国内主流安全厂商，并具备以下能力及资质：

1. 系统要求具备公安部销售许可证（投标时要求提供证书复印件）
2. 国测信息安全服务资质-安全工程类（二级及以上）
3. 国测信息安全服务资质-风险评估类（二级及以上）
4. 国测信息安全服务资质-安全运营类（二级及以上）
5. CNNVD技术支撑单位（一级）